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ABSTRACT 

Cyber attacks which are malicious and deliberate are one of the major ultimatums that hit the business, organizations and 

institutions every day. Despite of having various cyber defense systems, Web Application Firewalls, intrusions are the 

common threats that exist till today. Intrusion detection systems are the new generation security technologies and they 

detect the known attacks and also the unknown after the system is affected by an attack. The need for predicting the 

detection accuracy of an attack is one of the major concerns. Here we propose an intrusion detection model that predicts 

the accuracy of attack detection and performance is evaluated on NSL-KDD, an effective benchmark dataset using 

machine learning technique. 
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